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Abstract:  

Previous Existing concepts of pattern discovery focus on background knowledge and ranking [1][2][5]. 

These kinds of patterns are not gives that any kind of benefits in business models. Background knowledge based 

patterns are contains some kinds of fake objects present it. That’s why these patterns are not show the quality. 

Previous existing patterns are random and rotate patterns in implementation process. Solving previous existing 

problems introduces the new continuous pattern with back ground and hidden web concepts. Continuous pattern 

works with GPS and intersection patterns [6][7]. These kinds of new patterns based results show accuracy in 

implementation process. This paper discusses about previous patterns to present patterns how privacy it can reaches 

the accuracy.   
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I. Introduction:  

Present pattern discovery is the very 

powerful concept in data mining in different kinds of 

databases. Data mining concepts are involved like 

classification and prediction. These two concepts 

provide and produce efficient results in 

implementation part. Much kind of concepts in 

existing application find out frequent patterns. Using 

frequent patterns, select the items for utilization. 

These kinds of relevance based patterns are not 

provides the quality results in implementation [4]. In 

frequent transactions some kinds of transaction are 

available as a fake transaction. Reducing the fake 

transactions many number concepts are implements 

as research concepts. The proposed paper focuses 

new pattern detection without knowledge based on 

item behavior and characteristics implements. These 

kinds of patterns are considering efficient actionable 

events in implementation [7]. It can give the good 

guidelines compare to previous on present. Require 

some new patterns increase the good accuracy. 

Continuous patterns are works with different 

concepts. Those concepts are threshold, random 

continuous patterns and intersection patterns. It can 

reduce the fake objects under results extraction with 

minimized I/O cost specification process. Using these 

kinds of patterns users are takes the good decision 

making under selection. These patterns are helpful in 

business applications. Business applications based 

environment creates in e-commerce websites [12]. E-

commerce websites in future to gets the good 

relevance.  

In Below chapters discuss about only 

continuous patterns in complete paper.          

II. Related Work: 

Data mining is requires for showing the 

good pattern results. Data mining performs the 

different number of operations. Those operations are 

called as preprocessing, discover the data and apply 

the data analyst operations. Data mining concepts are 

available for implementation in different kinds of 

databases [3]. Those kinds of databases are called as 

normal databases and web databases. Presently all the 

researchers are focus on web mining environment. 

Web mining shows the results are efficient using 

some kinds of hiding concepts or privacy or 

anonymity concepts.  

This paper provides Privacy with different 

related concepts. Those concepts are frequent item 

patterns mining. It is not provides any kinds of good 

privacy concepts and less number of way to get 

correct decision items. Frequent pattern item sets are 

extracts using different algorithms like apriori 

algorithm[4], FP Growth and LCM algorithm. Theses 

algorithms are creates using support, confidence 
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based operations. Operations are shows some kinds 

of knowledge related to each and every resource. 

Knowledge are shows in the form the patterns. 

Patterns are discovering the statistical measures. In 

first type of patterns creations are not contains any 

kinds of performance results then change the pattern 

in next kind of pattern identification process. This 

particular process shows till reaches efficient pattern 

discovery. It can takes total processing is high like 

I/O cost and CPU processing time [5].  

In these kinds of situations results are not 

show the better in some times. Some items are 

occurring in frequent number of times but there are 

no sufficient features. That’s why these kinds of 

results are wrong generation. It is not the quality 

patterns.         

In other cases some algorithms are works in 

independent database only. It is not show efficient 

patterns. New algorithms are implements in different 

databases. Compare single database pattern, 

relational databases are shows the efficient patterns.  

Now-a-days patterns are works as a 

expressions. Patterns are shows interestingness 

results in implementation process.  

Patterns are reduces the noisy and discover 

the good results. Noisy removes using some number 

of constraints or rules [8][9]. Rules are places for 

producing the decision tree based results extraction. 

Rules are classifies the results and perform the 

integration operation. It is good control process for 

evaluated results.  

Patterns are shows the good guidelines. 

Present knowledge based patterns are shows the 

wrong direction for the selection of number of items 

also. It leads the transformation environment process 

for producing important pattern discovery. These 

kinds of patterns are not gives better efficient 

performance results.  

In present traditional environment performs 

Boolean operations for generation of patterns. 

Boolean operations are works as logical one. Logical 

operations generate the logical patterns without any 

background knowledge [10]. 

III. Problem Statement:  

The proposed paper considers the privacy 

mining techniques for showing the efficient patterns. 

Previous privacy techniques are not working 

effectively. Now we are introduces the new 

techniques and algorithms. Using trajectory or 

navigation methods extracts efficient patterns without 

extra processing cost.  

Select one business dataset. Dataset contains 

many kinds of items. Each and every item with the 

help of users performs the transactions. Every item 

frequent transactions the proposed method finds and 

identify the interesting items. These frequent 

transactions are generating with same user. Same 

user creates the multiple accounts. These kind search 

logs are comes under non- privacy search logs. These 

kind search logs items are not generate the any 

privacy patterns. Here we are introduces the some 

new patterns based on threshold, suffix and prefix 

mechanisms. One of the powerful methods with 

trajectory is used for identification of exact and 

unique identification pattern. These kinds of patterns 

are quality patterns. Quality patterns are gives the 

better and efficient solution in implementation part 

[8][9].  

IV. Discovery of Anonymization Patterns using 

Trajectory based methods:  

Here we are discussing about the sensitive 

patterns detection. Without any background 

knowledge identify some patterns. In these patterns 

perform the some prediction models for detection of 

sequential pattern. In these all the number of 

sequential patterns itself apply the matching 

operation. Matching operation starts the detection 

similarity features. Similarity features based 

environment gives best and highest features patterns 

we are detect in implementation. These high 

important features pattern comes under efficient 

pattern. Using continuous monitoring operation 

detect the important features patterns [11].   

4.1 Query Engine Answers Detection Using 

Continuous Patterns: 

 Select Dataset related to products search 

logs. Each and every search log contains some kinds 

of fields available here. Each and every field based 

search logs we are detect here. After detection of 
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search logs it can contains some kinds of search logs 

are fake search logs and secure search logs. This 

same process applies with different fields based 

privacy search logs environment is available. It 

cannot show the better results and efficient patterns. 

Here detection of anonymization patterns results 

applies the trajectory based operations and minimum 

bounding box operations.  Trajectory starts the 

detection of patterns with the help of GPS (Gobal 

Position System). In each and every time GPS detects 

the efficient and closest patterns. Internally in GPS 

implements some kinds of pruning techniques for 

showing minimization results identification. Every 

time patterns are updates in result set output (RS) 

[12]. 

4.2 Implementation of Continuous Sensitive 

Random Patterns Detection: 

After Detection of independent patterns 

perform the intersection operation in between of two 

or more number of patterns for getting the efficient 

pattern detection. The diagram given below(Fig 1) 

based on the angle detection of intersection based 

random patterns detection. Using intersection based 

patterns remove the fake objects very clearly in 

implementation. It can show the better results and 

minimized results in output state.  After completion 

of one dimension of fake objects then apply the 

rotation operation. Rotation operation starts the 

prediction of all dimensions of fake objects detection 

here.  This intersection operation applies in k-number 

of patterns. These kinds of intersection based results 

detection possible here as a efficient results in 

implementation process [12].  

 
Fig1: Intersection of different patterns regions 

identification 

4.3 Random Continuous Patterns Using GPS 

Here apply the integration operation for 

showing the good boundary based results. Boundary 

or Greedy based results detection possible using 

random continuous patterns. Random patterns 

perform the probability operation. In each and every 

random pattern it applies the mean and deviation 

operation [12]. Identifies positive results, negative 

results classification after perform the first operation 

of mean and deviation. It is not show the good pattern 

then to move for detection of another pattern. All the 

patterns are contains good probability value 

specification.  

4.4 Semantic Gap Detection in Continuous 

Patterns     

Each and every pattern works as a sub space 

pattern. Every sub space pattern is missing some 

kinds of features. This same problem is available in 

different sub spaces patterns [11]. Now all subspace 

patterns of features are intersects show efficient 

patterns in destination and target point.  Target point 

results identification expects using data mining 

technique that is called as prediction. Prediction 

works as a good actionable pattern detection is 

possible here. Prediction selects the good decision 

based pattern detection is available here. These 

intersection based patterns are gives privacy patterns 

and meaningful patterns.  

4.5 Threshold based Continuous patterns 

detection 

 In database apply the threshold based 

approaches for display effective pruning results. 

These types of results are minimized and expected 

results information. These results are display as a 

subset results. Consider the parameter and identifies 

the region based results. Once again reduces the 

threshold value and minimizes the results in 

specification [8].  

4.6 Algorithm:  

Step1: select one dataset. It can contain some search 

logs of information.  

Step2: it can contain some search logs are fake. 
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Step3: Apply the different anonymization 

techniques.  

Step4: Apply the GPS navigation approach 

Step5: Next to apply Minimum bounding principle 

and show the effective pruning results. 

Step6: Intersection of different patterns information. 

Step7: Show the good minimized information.  

Step8. We are applying the threshold and continuous 

patterns information. 

Step9. It can give the efficient patterns [7][8].  

 

4.7 Proposed Pattern: 

 

Fig2: Matching pattern 

V. Performance Results comparison in between of 

random patterns and continuous patterns  

Trajectory based patterns detection in 

different number of locations for identification 

accurate location. Accurate Location starts the 

detection based on threshold using pruning 

techniques. These are the different samples for 

detection of accurate random patterns with 

continuous operation. Trajectory patterns it cannot 

require any back ground knowledge and history.    

 

Fig 3: Existing Pattern discovery samples 

Next Continuous Patterns Detects efficient 

pattern results in output environment. It can shows 

good prefectural and impact patterns as a output 

environment.   

 

Fig 4: Random and Rotate patterns performance 

results 

Next Continuous patterns extract deeper and efficient 

results.  
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Fig 5: Continuous Patterns Privacy Accuracy 

VI. Conclusion 

Implementation exposes with different kinds 

of patterns. All patterns of accuracy and privacy 

results prediction and comparison discussed here. 

Previous patterns contains some kinds of fake objects 

are present and semantic gap problem is present here. 

All kinds of problems are considering here and 

introduce the new patterns detection implementation. 

These new patterns consider trajectory and GPS. GPS 

starts the identification of continuous patterns. It can 

shows good accuracy patterns in implementation with 

different methods.  
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